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YEStation Limited Warranty

General Terms and Conditions

Limited Product Warranty. Affirmative Computer Products warrants that the YEStation
Hardware Product (Logic unit and keyboard) shall be free from defects in materials and
workmanship that arise under proper and normal use and service for three years from the date of
purchase. A warranty extension of two years is available at extra cost, if obtained at the time of the
original YEStation purchase. In the event that the YEStation Hardware Product fails to comply
with the warranty set forth above, Affirmative Computer Products will repair or replace the Product.

Software Warranty. Affirmative Computer Products warrants that, for a period of ninety (90)
days from the date of purchase by the End User, its Software Products shall conform to its
published specifications under normal usage. AFFIRMATIVE COMPUTER PRODUCTS DOES
NOT WARRANT THAT THE OPERATION OF THE SOFTWARE WILL BE
UNINTERRUPTED OR ERROR FREE, OR THAT ALL SOFTWARE DEFECTS WILL BE
CORRECTED. In the event that a Software Product fails to comply with the warranty set forth
above, Affirmative Computer Products will replace the product. End User must, however, return all
copies of the Software, along with proof of purchase, to Affirmative Computer Products within 90
days from the Software purchase date.

Warranty Limitations. End User’s sole remedy under any Warranty provided by Affirmative
Computer Products shall be limited to the replacement or repair of the Product or, at Affirmative
Computer Products’ sole discretion, a refund of the purchase price. AFFIRMATIVE COMPUTER
PRODUCTS GRANTS NO WARRANTY, EXPRESS OR IMPLIED, OTHER THAN THE
WARRANTIES STATED ABOVE. EXPRESSLY EXCLUDED ARE THE IMPLIED
WARRANTIES OF MERCHANTIBILITY AND FITNESS FOR A PARTICULAR PURPOSE.
IN NO EVENT SHALL AFFIRMATIVE COMPUTER PRODUCTS BE LIABLE FOR SPECIAL,
INCIDENTAL, OR CONSEQUENTIAL DAMAGES, INSTALLATION COSTS, LOST
REVENUE OR PROFITS, OR ANY OTHER COSTS INCURRED AS A RESULT OF THE USE
OF ANY AFFIRMATIVE COMPUTER PRODUCTS PRODUCT, WHETHER OR NOT USED
IN ACCORDANCE WITH INSTRUCTIONS.

Warranty Procedure. Affirmative Computer Products will replace any defective, undamaged
units for which a Return Material Authorization number (RMA#) has been obtained from the
Technical Support Department. (Contact 888-353-5250 or 480-946-1444 or
support@affirmative.net)
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Copyright and Trademarks

Copyright Notice

This manual, as well as the software described in it, is furnished under license. No part of
this publication may be reproduced, transmitted, stored in a retrieval system, or translated
into any human or computer language, in any form or by any means, electronic,
mechanical, magnetic, optical, chemical, manual or otherwise, without the prior written
permission of the copyright owner.

Note: Information in this document is subject to change without notice.

Trademarks Notice

e YEStation® is a registered trademark of Affirmative Computer Products®.
o YESterm/IP™ is a trademark of Affirmative Computer Products®.
« Microsoft® is a registered trademark of Microsoft® Corporation.

« Windows® is a registered trademark of Microsoft® Corporation.

e Other company and brand, product and service names are trademarks or registered
trademarks of their respective holders.
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Installing Your Windows Based
Terminal (WBT)

Mounting the WBT

The WBT should be placed vertically on a flat surface. The WBT has no internal fan, and relies on
natural airflow for cooling. When you mount the WBT, make sure to keep as many ventilation
holes, as possible, unobstructed. Use the provided mounting stand for support and to provide
airflow to the enclosure ventilation holes. The figure on the front cover of this manual shows
proper use of the mounting stand.

Connecting the WBT

To connect the WBT to your server, please make all connections to the rear panel before turning on
the power. The following figure shows the WBT's rear panel connectors.

0 0<«—
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Mouse Keyboard
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Please follow the procedure below:

Connect the monitor to the Video connector.

Connect the PS/2 keyboard to the Keyboard connector.

Connect the PS/2 mouse to the Mouse connector.

Connect a CATS UTP cable to the LAN connector.

Connect speakers to the Audio Out port (if you are using external speakers).
Connect the power adapter cable to the Power connector.

Plug the power adapter AC cord into an AC outlet.

You are ready to use the WBT now.

XN RN

System Requirements

The 2505 is a BootOnLAN device that acts as a client terminal to Windows Terminal Servers. This
means that the client software is loaded over the LAN, into local RAM, from a boot server
whenever the 2505 is powered up. The 2505 user can only use the sessions provided from the
server; no configuration is possible from the terminal. There is also a management server on the
network, used to set up client session configurations. The Windows Terminal Server acts as an
application server, servicing requests from the client. The Terminal Server can also act as the boot
server and/or the management server if desired.

The system requirements are:

e All elements must be on the same TCP/IP network.

e Boot server and WBT must be on the same sub-net.

e Boot server must use a Windows NT 4.0, 2000, or XP operating system.

e Boot server must have the proprietary Affirmative Computer Products BootOnLAN software
installed.

e Management server must have a W2000 or XP operating system.

e Management server must have the proprietary Affirmative Computer Products YESmanager
installed.

e A DHCP server must be on the same sub-net as the WBT, since terminal configuration does not
allow static IP addresses.
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Troubleshooting Your WBT

The following table provides some solutions to common problems that can occur during setting up
or using your Windows Based Terminal (WBT).

Problems

Solution

1 |The monitor screen is blank

e Make sure the WBT is turned on.

e Make sure the monitor is plugged into an AC outlet and
turned on.

e Make sure the VGA connector is plugged into the WBT.

Your monitor can not display after
2 |advancing past the logo screen or after
changing the display setting

The display setting may be at a higher resolution or refresh
frequency than the monitor will support. Execute one of the
following recovery options:

e Use a better monitor for display.

e Ask your MIS or network administrator to change
your display configuration at the boot server.

3 |The mouse does not work

e Make sure the mouse is plugged into the mouse port, not the
keyboard port.

e Test the WBT using a known good PS/2 mouse.

4 |The keyboard does not respond

e Make sure the keyboard is plugged into the keyboard port, not
the mouse port.

e Test the WBT using a known good PS/2 keyboard.

5 |The network connection does not work

e Check the network connection.

o Check the application server IP address that is being used by
the boot server.

o Make sure there is a workable DHCP server on your network.
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System Setup

All WBT setup is done from the management server, which in turn requires access to at least one
boot server. The management server stores WBT configuration parameters in the boot server, and
the boot server sends the appropriate client software and parameters to the WBT when the WBT
boots up. This is called a BootOnLAN process. The WBT only contains enough non-volatile
storage to initiate BootOnLAN. The client software and parameters are stored in volatile RAM that
is erased when the WBT power is turned off. The WBT and boot server must be on the same sub-
net. The management server can control multiple boot servers on multiple sub-nets. Also there
must be a DHCP server on each sub-net to provide an IP address for each WBT. Affirmative
Computer Products provides the BootOnLAN and management software, but DHCP software and
configuration is the customer’s responsibility.

Boot Server

The boot server must use a Windows NT 4.0, Windows 2000, or Windows XP desktop or server
operating system. Each sub-net that has 2505 terminals must have its own boot server. There can
be multiple boot servers on a sub-net, if desired, but there are some operational restrictions if you do
this.

Operational Restrictions

e Multiple Boot Servers on Same Sub-Net. There are several reasons why you might want
multiple boot servers on the same sub-net. You might want one for backup, in case the main
server goes down. You might want a separate server for each default terminal configuration
(see YESmanager|Boot Servers|Individual Boot Servers|Terminals|Deault Terminal for more
information on default configurations and their use).

o Ifyou have a backup server on the same sub-net, make sure that only one server is
activated at a time. You can inactivate a boot server by stopping the BootOnLAN
service from the Control Panel on that server. You should also change the startup type
for that service from the default Automatic to Manual, so that the service is not
automatically started whenever the server is booted up.

o Ifyou have multiple default configuration servers, terminals must be added manually to
each boot server (see YESmanager|Boot Servers|Individual Boot Servers|Add for details
on adding terminals). Also, you must disable automatic terminal configuration for each
server (see YESmanager|Boot Servers|Individual Boot Servers|Properties|General).

e Terminal Servers. The 2505 can only connect to Terminal Servers that are on the same sub-net.
It cannot connect across routers or by dial-up.

e Licensing. Installation of BootOnLAN leaves the software in evaluation mode by default.
Evaluation mode allows only one terminal and is time-limited to twenty days. See Licensing for
details on removing these restrictions.




Installation

Installation of the Affirmative Computer Products BootOnLAN software is very simple; you can do
it even while other applications are open on the server.

Install as follows:

1.

2.

If the Boot-on LAN software came as a compressed .zip file, extract the installation files to a
convenient folder.

If the BootOnLAN software came on a CD-ROM, the installation files will already be extracted
in an installation folder on the CD-ROM.

In the installation folder, run the file setup.exe from Start|Run on the desktop or by double-
clicking on the file name.

You will see a series of InstallShield setup screens. The required entries are generally intuitive.

Affirmative - BootOnlLan - ver. 1.00.02

Welcome to the InstallShield Wizard for
BootOnLan

The InztallShield® ‘wWizard will install BootOnLan on pour
computer. Ta continue, click Mest.

< Back | Mext > I Cancel

Initial Setup Screen

Click on Next to proceed, or Cancel to abort the setup.



BootOnLan Setup :

License Agreement

Flease read the following license agreement carefully.

Frezs the PAGE DOWHN key to zee the rest of the agreement.

i ffirmative Computer Products End User License Agreement i’
READ THIS CAREFULLY BEFORE USING THE PRODUCT

By installing or otherwize using the 5Software, you agree to be bound by the term of this
Aareement. |f pou do not accept these terms do not ingtall or uze the software,

LICEMSE. Thiz End User License Agreement iz a legal agreement between you [either an
individual or & zingle entity, the "Licenzee"] and Affirmative Computer Products
["'Affirnative’’] for the Affirmative "Product”’, which include: computer software, printed LI

Do you accept all the terms of the preceding License Agreement™ If you choose Mo, the
zetup will close. Toinztall BootOnLan, you must accept thiz agreement.

[metallShield

License Agreement

You must accept the license agreement by clicking on Yes to continue the installation.

BootOnLan Setup

Customer Information

Flease enter your information.

Flease enter your name and the name of the company for whom you work.

zer Mame:

Company Mame:

Affirmative Computer Products

InstallShisld

< Back | Mext » I Caricel

Customer Information Setup

Enter your customer information here.



BootOnLan Setup

Setup Type
Choose the setup type that best suits pour needs.

Flease, zelect the Mode with to install the Boot Server
Motel The "DHCP full”* mode required "MS DHCF Server on'winWT 4.0 SP B ar later.

" Easy Boot Mode

ImstallShield

< Back | Mest » I Cancel

Setup Type

If your network DHCP server is running on the Microsoft NT4.0, or later, operating system, and
you want to reserve a specific range of addresses for your 2505 terminals, choose the Full DHCP
Mode. If your network DHCP server is running on an earlier Microsoft operating system, or on a
non-Microsoft operating system, or you don’t care about the range of assigned IP addresses, choose
the Easy Boot Mode. In either case, there must be a DHCP server on the network.

If you chose Easy Boot Mode, skip to step 11.

9.

Insert User data

]|

The uszer must be granted for DHCP management, regiztry change

@ Flease, Insert the user defined as Compubd aster terminals manager.
and uzer's right 'log on az a zervice'’.

Drarmair: !|

|lzer Account: I

Pazsward: |

Canfirm Pazsword: !

¢ Back | Mewt » I Cancel

DHCP User Data

If you chose Full DHCP Mode, you must enter the information here for the DHCP user. This user
must have rights on the DHCP server to set DHCP parameters and make Registry changes.



10.

Insert DHCP data |

Fleaze, inzert the name or the [P address of the DHCP server
Inzert the P range azzigned to the terminal

Host Mame/IF Address: IFT P

Range of IF azzigned ta the Terminals:

Start IP Range: | 100 . 100 . 100 . 101

Stop IP Range: | 100 . 100 . 100 . 10§

¢ Back | Mext > I Cancel

DHCP Server Data

Enter the network name or the IP address of the DHCP server. Then enter the range of IP addresses
that you wish to reserve for your 2505 terminals.

11.

BootOnLan Setup '

Choosze Destination Location

Select folder where Setup will install files.

Setup will ingtall EootOnlarn in the following folder,

Toinstall to this folder, click Mest. To install to a different folder, click Browse and zelect
anather falder.

Drestination Folder
(C:'\Program Filez\Affirmative B ootOnLan Browse... |

IrstallShield

< Back | Mext » I Canicel |

Destination Folder

Choose the folder where the software files will be installed. Typically, there is no reason to deviate
from the default. Since this folder probably does not yet exist on the computer, the installation
software will create it after you click on Next.

12. You will see several installation progress screens in rapid succession.



13.

InstallShield Wizard Complete

Setup has finished inztalling BootOnLan on your computer.

% Back I Finizh I Cance]

Final Setup Screen

Click on Finish, and the installation of the boot server software is complete. You do not need to
reboot; the BootOnLAN software will be effective immediately.

Licensing

Initial installation of the BootOnLAN software leaves it in the evaluation mode. To remove the
twenty-day, one-terminal restrictions, the software must be licensed. Licenses are granted free of
charge for purchased units. If you don’t have a license key or license file, contact Affirmative
Computer Products.

Install the license as follows:
1.

R i S =T P o L LS e Y

Norkon Systemiorks
News Office Document
Open Office Document

(1 B Realdne Player
d0=

Set Program Access and Defaulks

E Programs » é Internet Explorer
l.l J-Term Pro
iy Documents ¥ (51 Outlook Express
:% e > Microsoft Excel
ettings
d Microsoft PowerPoint

. Search 3 Microsoft \Word
s Acrobat Distiller 5.0
; @ e I’ﬂ' Adobe Acrobat 5.0

RUM. . IS Affirmative L4 @ ¥ESmanager ¥

@ Liew Pro Tmage Processor  » L= aeee =M o BootOnLan Infa...
G - ;
"; Shut Down... (1) RealOne Player ¥ E’If Check Requirment

3 i
¥

Fhcraw || % 2 0 || @arn | @ rre—rmsmroe—r e ware—rmdiosns | i yima T
License Status Path

Open the licensing utility from Start|Programs|Affirmative|BootOnLan|License Status.

10



BootOnlLan License

GAFEIRMATIVE S

Boot On Lan Evaluation Version

Thig iz an ewvaluation version of Compubd azter BootOnLan,
r'ou may uze it for 20 daps.

You are on day 2 of your 20 days evaluation.

|F after 20 days wou would ke to continue uging the product
then wou muzt purchase the icenzed verzion.

wiy, affirrnative. net License... |

Click on License.

License Time Status

BootOnlan License Status . ﬂ

Th
be

& number of terminalz and the zeszion tppeof the product can
extended through a licenze upgrade.

— Licenze Inztallation

t arne: |D el Lawin
Campany: |.-’-‘«ffirmative Computer Products
SAM: |Evaluati0n Yerzion

—Awailable Terrminals

Total terminals:

Terminals with |.C.4. sezsions;
Terminals with B.D.P. seszions:
Terminals with Windows sessions:
Terminals with 5250/3270 sezsions:

Safs R ey

Lizensze Histary:

#ID I Terminalz I

Type I ey

<

v, affirmative. net

Licenze. .. |

License Status

You now see the current license status. Ignore the entry for 5250/3270 sessions. Click on License

to continue.

11



¢ Affirmative Computer Products - License 1 x|

Congratulations for the choice of Affirmative Products.

—Installation D ata

M ame: IDE| Lawin

Compary: |.t'-\ffirmative Carnputer Products

Product: |Ecu:tEI nlar
“ersion: |1_|JD_D2

Fleaze enter your icense itens:

Senal Mumber: I

Activation Code:

4 -
Impaort File | Install I Enit |

License Key Entry

e
=
—
-
=
_=
[
e
-_—
[

If you are licensing via a key, enter the information here, then click on Install, and you are done. If
you are using a license file, click on Import File and go to step 5.

Import the license file i e

Lok jn: |:ﬁ Dezktop | 4=

EMy Compukeri @.ﬁ.dministrative Tools

__1¥EStermIP

ba IEM 83400 Client Access Express
FLIJIFILM

I Linksys WaP11

File name: | Open I
Files of type: I.-i'-.ffirmative Licenze File [* lic] j Cancel |

License File Import

4

Select the license file from the appropriate folder and click on Open.

12



Management Server

The management server requires the installation of Affirmative Computer Products YESmanager
software. The operating system must be Windows 2000 or Windows XP, desktop or server. One
management server can manage multiple boot servers on the same network, and there can be
multiple management servers on the same network, if desired. Installation of the Affirmative
Computer Products YESmanager software is very simple; you can do it even while other
applications are open on the server. Install as follows:

1.

2.

If the YESmanager software came as a compressed .zip file, extract the installation files to a
convenient folder.

If the YESmanager software came on a CD-ROM, the installation files will already be extracted

in an installation folder on the CD-ROM.

In the installation folder, run the file setup.exe from Start|Run on the desktop or by left double-

clicking on the file name.

You will see a series of InstallShield setup screens. The required entries are generally intuitive.

Affirmative — YESmanager - ver. 1.05. 14

YESmanager Setup )

‘Welcome to the InstallShield Wizard for
YESmanager

The InstallShield® ‘Wizard will inztall VE Smanager on your
computer. To continue, click Next.

< Bacl | Mext > I Cancel

Initial Setup Screen

Click on Next to proceed, or Cancel to abort the setup.

13



YESmanager Setup

License Agreement

Pleaze read the following license agreement carefully.

Prezs the PAGE DOWH key to zee the rest of the agreement,

Affirmative Computer Products End User License Agreement i’
READ THIS CAREFULLY BEFORE USING THE FRODUCT

By inztalling or atherwize uzing the Software, you agree to be bound by the term of thiz
Agreement. If pou do not accept these terme do not inztall or uze the software,

LICEMSE. Thig End Uzer Licensze dgreement iz a legal agreement betveen vou [sither an
individual or a zingle entity, the "'Licenzee'’] and Affirmative Computer Products
[ ffirmative Computer Products'"] for the Affirmative Computer Products "Product”’, which LI

Do vou accept all the terms of the preceding License Agreement? If you choose Mo, the
zetup will cloze. Toingtall YESmanager, pou must accept this agreement,

InstallEhicld

< Back Tes Mo |

License Agreement

You must accept the license agreement by clicking on Yes to continue the installation.

YESmanager Setup i

Customer Information

Please enter your information.

Fleaze enter your name and the name of the company for whom you work.

Jzer Mame:

Del Lawin

Company Name:

Affirmative Computer Products

|natallShield

< Back | hext > I Cancel

Customer Information

Enter your customer information here.



BootOnLan Setup

Choose Destination Location
Select folder where Setup will install files.

Setup will install BootOnLarn in the following folder.

Ta install to this folder, click Mext. To install to a different folder, ciick Browse and select
atother falder.

C:AProgram FilessAffirmativesBootOnLan Browize. . |

InstallShisld

" Destination Folder

< Back I Mext » I Cancel |

Destination Folder

Choose the folder where the software files will be installed. Typically, there is no reason to deviate

from the default. Since this folder probably does not yet exist on the computer, the installation
software will create it after you click on Next.

YESmanager Setup

Select Components

Choosze the components Setup will install.

Select the components you want to install, and clear the components you do not want to
inztall

Boot — Description

.....
The Bootzerver manager
option allows the managment
and maintenance of the Boot
Servers and attached devices.
Thiz option iz available only on
iindoves 2000 platforms or
|ater

Space Required on C: TO32 K
Space Available on C: 1132520 K
Irgtall Shield

¢ Back | Mewt » I Cancel

Select Components

There is only one component selection to be made: BootOnLAN Manager. Since boot server
management is exactly why we need the YESmanager, you must choose this component.
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10.

YESmanager Setup

Setup Status

YESmanager Setup is performing the requested operations.

Installing:

77%

Irstall Zhield

Cancel

Setup Status

You will see a status screen showing the install progress.

11.

YESmanager Setup

InstallShield Wizard Complete

Setup has finished installing YESmanager on vour computer.

< Back | Firigh I Carnce|

Final Setup Screen

Click on Finish, and the installation of the YESmanager software is complete. You do not need to
reboot; the YESmanager software will be effective immediately.
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WAFFIRMATIVE

comput

YESmanager

Boot server management is executed through the management server using the YESmanager
software. BootOnLAN and YESmanager are separated because YESmanager can also be used to
manage other YEStation terminals that do not require a boot server.

Open the YESmanager program. You will see a rapid succession of sub-windows that occur as
YESmanager scans the network for boot servers and YEStation terminals. Then you will see
something resembling the following screen.

S affirmative Computer Products -- YESmanager N ] 4|
File Modify Options Tools  Wiew Help
o = * et
B B & T F B .9
Browse  Refresh [oe Copy Propetties  Wiews Help L
J Address: EE_I, Metwork Meighborhood v|
|- g Metwark Meighbarhaod Mame | 1p address | OHCP address | Start address | stop Address |
R B ook Servers 2| FTP Book Server 100,100.100,45  DHCP 0.0.0.0 0.0.0,0
BDEL 100,100,100,10
Ready IName TP Address [Mac address [ersion

YESmanager Screen with Collapsed Trees

There are always two panes in the YESmanager screen. The left pane shows the devices found on
the network, and the right pane shows information about the device highlighted in the left pane.
The screen shown above shows “collapsed” trees in the left pane; clicking on the + sign for a tree
will open it to show the next lower level of the tree.

Network Neighborhood

This tree contains all of the YESstation terminals that do not require a boot server. These terminals
contain enough non-volatile storage to hold the session software locally. Management of these
terminals is not covered here; see the YESmanager User Guide if you desire more information on
this subject.
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Boot Servers

This tree contains all of the boot servers on the network. Each boot server also has a tree of the
2505 terminals assigned to it or discovered by it, since they must get client session software and
configuration information from a boot server. In the previous screen, YESmanager has discovered
two boot servers, FTP and DEL, on the sub-net. The right pane shows the network name and IP
address for each boot server.

Note: You may want to have two boot servers on the same subnet, using one as a backup in case the
main server fails. If you do this, make sure that only one server is activated at a time. You can
inactivate a boot server by stopping the BootOnLAN service from the Control Panel on that server.
You should also change the startup type for that service from the default Automatic to Manual, so
that the service is not automatically started whenever the server is booted up.

Add

If a boot server is on a different sub-net than the management server, it will not be automatically
discovered when YESmanager is first opened. In this case, you must manually add the boot server.
To add:

S Affirmative Computer Products -- YESmanager i 1Ol x|
File Modify Options Tools Wiew Help
B & > &
a 2 @ = _/
Browse  Refresh [Mave Copy  Properties  Wiews Helg L
J Address: Eﬁ; Metwork Meighborhood z,
=5 Metwork Meighborhood I ame I IP Address I DHCP Address I Stark Address I Skop Address I
T 100.100.100.45  DHCP 0.0.0.0 0.0.0.0
e | Boink SepverETR 100.100.100.10
Properties.., F2 an
[Name [P Address [MaC address Version g
Boot Server Add Path

Right-click on Boot Servers.

. Place the cursor on Add.

3. Left-click on Boot Server or Boot Server FTP, depending on which type of server you are
adding.

N —

Add Boot Server x|

B ook Server
|7 Host Mames|P Address: ||

(N} I Cancel

Boot Server Identification
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4. Identify the new server by network name or IP address. Then click on OK.

5. YESmanager will search for this new server. If it is found, and responds as a boot server, it will
be added to the Boot Server list. Ifit is not found, or doesn’t properly respond, you will see an
error message.

Properties

The Properties option, when right-clicking on Boot Servers, is not applicable.

Individual Boot Servers

When you left-click on the + to the left of Boot Servers, you open the tree to see the individual boot
servers. You also see those boot servers listed in the right pane when you highlight Boot Servers.

B affirmative Computer Products -- YESmanager . i ] |
File Modify Options Tools Wiew Help
£ [+ S
@ [ 5 E TR T
Browse  Refresh [ave Copy  Properties  Views Helm N
| aderess; £ wetwork neighborhoat =
v, Metwaork Meighborhood Mare | 1p address | madel [ status | mac address
B _ Boot Servers 'Ii Default 100.100.100.45  YESLE Power-OFf or not available  Xk-RE-RE-KE-KE-20
ERER-T" [ vesLe_not1os 100,100.100,130  YESLE Active 00-30-A4-00-11-98
#-[5] DEL
K| | 2
Ready [Mame TP Address [mac address [version 2

Boot Servers Tree

In this screen, you see two boot servers, DEL and FTP. Right-click on a boot server name to get a
menu of options.

Add r
Delete Canc
Reload Configurations

Send Bins Upgrade

Properties... Fz

Boot Server Options
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Add
N |

Delete Zanc
Reload Configurations
Send Bins Upgrade

Properties... Fz

Add Terminal Option

If you want to assign a terminal to a specific boot server, you have to add it manually.

1. Right-click on Add.

2. Left-click on WT-500. What’s a WT-500? It’s the nomenclature predecessor to 2505, but it
didn’t get changed in this firmware.

x

i
“ﬂ Pleaze enter the ' T-500 parameterz and click
1 0k

— Terminal Data

M arie: ||

[k Cancel |

Terminal Parameters

3. Enter the “friendly” name for this terminal; this name will appear in the tree under the boot
server.

4. Enter the terminal MAC address in the six two-character fields.

5. Click on OK

The new terminal will automatically assume the configuration parameters of the default terminal on
that boot server. You can change them if you wish. See Terminal Configuration|Properties for
details.

Delete

This option removes this boot server from the Boot Servers tree. You will be asked to confirm
your decision.

Reload Configurations

This option scans the assigned terminals to get their current client configurations.
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Send BIOS Upgrade

This option is not applicable

Properties

This option provides a properties screen for the selected boot server.

General
Boot Server - Properties - [FTP] 1 5‘

Boot Server I License l

— Boot Server

M ame: IFTP

Host MamedP Address: i1 00.100.100.45

Server Mode: IFull DHCP - FTF
Wersion: |1.EIEI.IIIE 21,00k
~DHCFP

Host NameAP Address: IFTP

Range of |IF Addresz aszzigned to the T erminals:
Start; Sthop:

| 100 . 100 . 100 . 1M | 100 . 100 . 100 . 105

[ Dizable &utomatic Terminal Configuration [PrPE

Ok I Cancel

Boot Server General Properties

e Boot Server.

o Name. The default name of the boot server is the network name of the cpu that is
hosting the BootOnLAN software. However, you can change that name here if you
wish.

o HostName/IP Address. This is the IP address or the network name of the BootOnLAN
host machine.

o Server Mode. When installing the BootOnLAN software, one of the install options is
the choice of two server modes. See System Setup|Boot Server. The mode chosen at
installation time is shown here, but it cannot be changed here. Reinstallation is
necessary if you want to change the mode.

o Version. This is the version number of the BootOnLAN software in the boot server.

e DHCP. This is valid only if the Server Mode is Full DHCP Mode.

o Host Name/IP Address. This is the network name or IP address of the DHCP server. In
the above screen, the FTP boot server also happens to be the network DHCP server.

o Range of IP.... These two fields show the range of IP addresses reserved for 2505
terminals at the DHCP server.
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e Disable Automatic Terminal Configuration. Note: This must be left unchecked if the 2505
terminals on the sub-net are to be discovered and booted up when they are powered on.

License

Boot Server - Properties - [DEL] ) x|

Boot Server I

— Type: — Configured: —  — Licenzed:
T erminals:

Terminalz with *indows Clients;

EEE
EEE

Terminalz with 5250 5 essions:

| ak I Cancel

Boot Server License Properties

This tab shows the state of the licenses on the DEL boot server.

e Terminals. This shows that DEL is licensed for only one terminal, and that one terminal has
been configured.

e Terminals with Windows Clients. This shows that the one terminal has been configured with at
least one Windows RDP or ICA Client.

e Terminals with 5250 Sessions. This is not applicable at this time.

Terminals

When you left-click on the + to the left of an individual boot server, you open the tree to see the
terminals discovered by that boot server. You also see those terminals listed in the right pane when
the boot server is highlighted.
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B¢ Affirmative Computer Products -- YESmanager )

File Modify Options Tools Yew Help

=101

@ [ o & 5 H. 9

Browse  Refresh Mave Copy  Properties  Views Help

o/

ke

J Address: IEE Metwork Meighborhood

-

Metwark Meighborhaod NMame | IP Address | Model

I Status

I MAC Address

100.100.100.45 YESLE
100.100.100.101  YESLE

Book Servers @ Default
#-5 DEL gl vesiE_no119s

[l Default
=i, ¥ESLE_001198

2l

Power-OFF or not available  Xx-WE-RE-0-E-1

Active

00-30-A48-00-11-95

i

Ready Iriame

TP Address

|MaC address [version

Terminals Tree

In this screen, you see that the boot server FTP has the default terminal and one discovered
terminal, YESLE 001198. If the terminal is currently active, you will see a small green dot at the
bottom of the terminal icon. If it is not active, you will see a small red dot.

Default Terminal

Every boot server has one Default terminal. Whenever a new terminal is discovered on the sub-net,
or when a new terminal is manually added, it is automatically given the same configuration

parameters as Default. These parameters can be changed later on the new terminal, of course. If
you want all of your new terminals, or most of them, to have the same configuration, you should

configure Default with this configuration (see WBT Configuration for configuration instructions).

This will minimize or eliminate management time spent on new terminals.

If you have several terminal groups on a sub-net, with each terminal in a group having common
configuration parameters, you may want to have a different boot server for each group. But there
are significant operational restrictions if you do this; see System Setup|Boot Servers|Operational

Restrictions for more information.
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Terminal Options

Right click on a terminal name to get a menu of options.

B affirmative Computer Products -- YESmanager 3 o ] [

File Modify Options Tools Yiew Help

@ [ B B g

Erowse  Refresh [¥]oye Copy Properties  Wiews Help

J Address: Metwork Neighborhood

Metwork Meighborhood Session Name | Type | State I
Boot Servers

Crefault
add 3

Power Options k
Upgrade Bios

Delete Canc

Properties... F2

Upgrade Bios |addtestl [ 00-11-22-33-44-55 4

Terminal Options
Add

Place the cursor on Add to see a list of the sessions that can be added.

B affirmative Computer Products -- YESmanager i =]

File Modify Options Tools  View Help

J@Eﬁf‘g

Browse  Refresh [ave copy  Properties  Miews Helm

J Address: Metwork MNeighborhood

-85 Metwork Neighborhood Session Mame Tvpe | Skate
Book Servers
=[5 pEL
% Default
""" TM5250¢ Display Session
=8 FTP e ,  TNS250e Printer Sessian
Uowerd pB-lons ICA Session
ROt B RDP Session
Delete Canc
Properties... F2
|addtest1 |00-11-22-33-44-55 | 4

Session Add List

TN5250e emulator sessions are not available at this time. You may add ICA and RDP sessions, but
you can only have one of each type per terminal. See Client Session Configuration for details on

configuring new sessions and reconfiguring existing sessions.
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Power Options

Place the cursor on Power Options to see a list of options

% Affirmative Computer Products -- YESmanager

File Modify  Options  Tools  Wiew  Help

Q [N 5 5

Browse  Refresh [ove oy

£

Properkies Ve

J Address: Mebwork Meighborhood

[+-=] Mebwork Meighborhood Session Mame
=t Book Servers RDPFEp

- pEL

-- FTP
EIII' Default

Add

Power Opkions
lpgrade Bios

Fower on
Power CIFF

Delete Zanc

Reboot

Propetties... F2

Terminal Power Options

e Power On. This option is not available at this time.

e Power Off. Click on this option to turn off the power on the terminal. You will get a sub-

window asking you to confirm; if you click on Yes, the terminal power will be turned off after a

delay of several seconds.

e Reboot. Click on this option to reboot the terminal. You will get a sub-window asking you to
confirm; if you click on Yes, the terminal will be rebooted after a delay of several seconds.

Delete

This option lets you delete the terminal from the list of the boot server. You will be asked to
confirm your decision. If the terminal is powered on, it will be powered off and the terminal will

disappear from that list. But it will appear again if you turn the terminal power on again, or if you
exit YESmanager and then reopen it while the terminal is on.

Properties

Click on Properties to open a Terminal Properties window with five tabs. From this window, you
can view the current configuration of the terminal, and change some of the parameters if you wish.
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Terminal Properties - [YESLE_001198] - x|

(S
=
—
-
=
—3
—_—
(S,
-—
[

| Input I Yiden | Netwarkl bl |

Alffirrnative Computer Products
vy affirmative. et
Copyright & 2002 - Affirmative Computer Products

Product Mame:  Teminal YESLE

Wersion: 01.00b

(] I Cancel |

Terminal Properties

Please see WBT Configuration for details on interpreting and configuring Terminal Properties.

Sessions

When you left-click on the

+ to the left of an individual terminal, you open the tree to see the

sessions configured for that terminal. You also see those sessions listed in the right pane when the

terminal is highlighted.

B affirmative Computer Products -- YESmanager iy B ] 4|
File Modify Options Tools Wiew Help
h % i i P
& i = . b
Browse  Refresh [ave Copy Properties  Miews Helg
| Address: |28 Network Nisighberhood -
25 Mebwork Meighborhood Session Mame | Tvpe I Skake I
=113 Book Servers [|ROPts Microsoft ROP Lnkniowir
s DEL MG ICAacp Citrize 1CA Lnkriown
=-H FTP
B[ Default
SR R vESLE 001195
‘14| RDPEs
Ll ICAACP
Ready |‘|"E5LE_DDII'98 100,100,100,101  |00-30-AA-00-11-98 5

Sessions Tree

In this screen you see that the terminal YESLE_001198 has two configured sessions, RDPts and

ICAacp.

Right click on a session name to get an options menu.
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% Affirmative Computer Products -- YESmanager

File Modify  Options  Tools Wiew Help

=18l x|

@ [ B g

Browse.  Refresh Move Copy

-

@

Froperties  Views Help

J Address: Netwark Meighborhood

- 25 Metwork Meighborhood I Type

Session Mame

| state |

ROPEs Microsoft ROP

Eoaok Servers
=3 pEL

- Default

=i, YESLE_001193

' Delete
Renane

Canc

i (|
et ICH
w8 FTPBoot 5

{:}:3 Scheduler

v Default Connection
& Sutoniatic Starkup

Properties. .. F2

Unknown

Delete the selected Object |YE5LE_EII:II 198

{100, 100,100,130 |00-30-44-00-11-98 |01 %

Session Options

Delete. Click on this option to delete this session on this terminal. You will be asked to

confirm your decision.

Properties. Click on this option to display a Properties sub-window for this session. The type of
window that you will see depends upon the type of session: RDP or ICA.

7| 11 A Session - Properties - [ICAacp] ' x|
HEE |ﬁpp"°ati°n| Window I Options I Title I Firewall Settings
- Connection LAM Specify an Application I Specify Lagar [nfarmation
Mame:
Sty |1DD.1DD.1DD.SD &' Citrix: Server. ™ Publizhed Application M
|100.100.100.45
— I Auto Logon
User: I Server Location:
Password: | I ¥ Use Default
Diomain; I :
Sezzion Protocal:
I j v Use Default
Ok, I erecl | . I Cancel
RDP Properties ICA Properties

Please see Client Session Configuration for details on interpreting and configuring session

property parameters.
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Menu Bar

The Menu Bar at the upper left corner of the YESmanager window provides another way to access
many of the YESmanager options. Some options can only be accessed through the Menu Bar.

% Affirmative Computer Products -- YESmanager

File Modify ©Options Tools MWiew Help

Menu Bar

File
S Affirmative Computer Products -

|Fi|e Modify  Ophions  Tools  Wiew  He
fdd 3

Ex¢port Configuration

Import Configuration

Remoyve All Groups and Devices
Femove All From Book Server Tree

Exit

File Menu

Some of the File options are only applicable to the Network Neighborhood portion of YESmanager.
Here, we will discuss only the options that are applicable to the Boot Servers portion.

e Add. This option is only applicable to add sessions to a terminal. Highlight the terminal of
interest, and then navigate the Add menus as shown here.

% Affirmative Computer Products -- YESmanager

File Modify Options Tools  Wiew Help

add Windows Terminal  #

E k Confi i Hel
IXF"I'rt CDnF!gurat!Dn Add Linux Terminal r -
e e add Session TH5Z50e Display Session
Remove All Groups and Devices - Twildet Display: Session =
IF Session Marme | Tw SRRl S L
Remaowve All From Book Server Tree RDF‘ts Mit e L:- r.|n EET e.ssu:un
| i i
£ S TCAftp cit Wie t.’II'IIIE es5ian
ICA Session
g Tre
-l Default RDP Session
el §vESLE 001195 ANST Session
RS Session
Browser: Session
RSH Session
THEEY e Display Session
THE270e Printer: Sessian
Add Option
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TN5250e emulator sessions are not available at this time. You may add ICA and RDP sessions,
but you can only have one of each type per terminal. See Client Session Configuration for
details on configuring new sessions and reconfiguring existing sessions.

Remove All from Boot Server Tree. If you select this option, you will be asked to confirm your
decision. Then this option will delete everything under Boot Servers. But all active boot
servers and terminals will reappear if YESmanager is closed and then re-opened or if you
choose any of the browse or refresh options from the Tools menu.

Exit. This option closes YESmanager-.

Modify

The Modify options apply to boot servers, terminals, or sessions, depending upon which of those
you have highlighted. Highlight the object of interest, and then open the Modify menu.

E;r-._.._r Affirmative Computer Prod

File: |T‘-'1£F? Options  Tools Vi

| O,
Br Mave. .,
‘ EHE E:I:::E (Canc)
Properties... FZ

Modify Menu

Delete. This option will delete, after confirmation, the object that you have highlighted. But all
active boot servers and terminals will reappear if YESmanager is closed and then re-opened or
if you choose any of the browse or refresh options from the Tools menu.

Properties. This option will display the properties of the object that you have highlighted. You
can also change some of the properties from the displayed properties screens. See Boot
Servers|Individual Boot Servers|Properties for information on Boot Server Properties. See WBT
Configuration for information on Terminal Properties. See Client Session Configuration for
information on Session Properties.

Options

% Affirmative Computer Products

File  Modify [Dptinns Tools  Wiew

@ Opkions. ..

Browse License Skaktus
= License Upgrade
|.ﬂ.|:||:|ress: |§_J§ =
Options Menu

Options. Only the Options option is valid for boot servers. Click on Options to see this screen.
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General Options Settings 3 ﬂ

General | Browsel IP Flangel

—Auta Upload Configuration Trees:
m vl ¥ Boot Server [
— Sort by
Devices IType and Name j
Sessions: |T5'|:lE and Name j
I Check Device Status
Browze answer walt e
— J 2zer, [*] Enabled at next application
restart

0k I Cancel | Help |

Options Settings

Although there are three tabs, only the General tab has any meaning for boot servers. In
this tab, only the Boot Server box is of interest. Make sure this box is checked, or else you
will not see any boot servers in YESmanager.

Tools

You will see a long list of tools that can be activated from the Tools menu, but some of them will be
grayed out. Which tools are grayed out will depend upon which entity in the left pane is
highlighted; the grayed-out tools are not applicable for that particular entity.

Boot Servers

The menu options for Boot Servers and individual boot servers, such as DEL and FTP, are
identical.

-%; Affirmative Computer Products -- YESmanager

File Modify Options | Togls Yiew Help

j @ Upload Configuration (kL (@

[ |aad Eonfi Ei CEFH-
Browse  Refresh e (st Help

I el e Hetwark Firprware Update,..

B Network Neighb Special Functions Factory Default
L Associates to Device Reboat

=R e oo Servers

Configuration fram, .

E‘ R Refresh FS e
: % Default Erowse the Group. .. St i
[=)-IfL, YESLE_O
RDP:  Refresh device status... Chrl+F5
L@ ICAE Browse Metwork Meighborhood
=3 FrP

&- [ Defaul | ENsbllog
-, veste_o  Viswlag

NetOpenTracer
Upgrade "Windows CE @ Yersion

Tools Menu for Boot Servers
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e Special Features. This is not applicable, even though it is not grayed out.

e Refresh. When Boot Servers is highlighted, this tool will refresh the status of all known boot
servers and all known 2505 terminals under those boot servers. This is accomplished by
sending a direct request to every boot server and 2505 terminal IP address that it knows about.
When an individual boot server is highlighted, this tool refreshes the status of only that boot
server and the terminals under it.

e Browse the Group. This provides exactly the same results as Refresh. They can be used
interchangeably.

e Refresh Device Status. This tool works exactly the same regardless of which entity is
highlighted. It refreshes the status of all local boot servers, all local 2505 terminals, and all
terminals under Network Neighborhood. This is accomplished by first sending a direct request
to every known terminal under Network Neighborhood; then it sends a broadcast request that
finds all the local active boot servers, local active 2505 terminals, and any active terminal that
may have somehow crept into the local Network Neighborhood without announcing itself.

e Browse Network Neighborhood. This tool works exactly the same regardless of which entity is
highlighted. It sends a broadcast request to find every active boot server and terminal in the
local network.

Enable Log. This tool works exactly the same regardless of which entity is highlighted. Click on

Enable Log to activate a text log that records the network activity in terms of refreshes, browses,

and new terminals coming active on the local network. When a log is enabled, there will be a

checkmark beside Enable Log and View Log will be grayed out.

e View Log. This tool works exactly the same regardless of which entity is highlighted. Before
using this tool, you must un-enable Enable Log. Then click on View Log, and a Notepad
window will open with the text contents of the log.

e NetOpenTracer. This tool is not available at this time.

Terminals

% Affirmative Computer Products -- YESmanager Ny

File Modify Options |T|:||:||5_ Wiew Help

[, Uplaad Canfiguration (ke L1} E
@ @ Download Configuration (ke D0 L??,
Browse  Refresh Helm
: Firmware Update.
J.ﬁ.ddress: Metwark, :
Special Functions Fackor Befault
fLssociates to Device Rebonk

=35 Book: Servers

(= Conkigurationfeanm ...
=8 :Zf:EL Refresh FS e
ﬁ']'l’ Default Browse thie Groum, .. Sl
E'L'E;
ROP:  Refresh device status. .. Ckr+-FS
. & ICAt Browse Metwork Neighborhood
=g FP
B Enable Lag
Yiew Log
NetOpenTracer
Upgrade "Windows CE & Yersion

Tools Menu for Terminals

e Upload/Download Configuration. These tools are not applicable, even though they are not grayed out.
e Special Functions. One special function, Reboot, is applicable. If you choose this function and answer
yes to the confirming question, the terminal will be rebooted
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Refresh. This tool refreshes the status of the highlighted terminal.

Refresh Device Status. This tool works exactly the same regardless of which entity is
highlighted. It refreshes the status of all local boot servers, all local 2505 terminals, and all
terminals under Network Neighborhood. This is accomplished by first sending a direct request
to every known terminal under Network Neighborhood; then it sends a broadcast request that
finds all the local active boot servers, local active 2505 terminals, and any active terminal that
may have somehow crept into the local Network Neighborhood without announcing itself.
Browse Network Neighborhood. This tool works exactly the same regardless of which entity is
highlighted. It sends a broadcast request to find every active boot server and terminal in the
local network

Enable Log. This tool works exactly the same regardless of which entity is highlighted. Click on
Enable Log to activate a text log that records the network activity in terms of refreshes, browses,
and new terminals coming active on the local network. When a log is enabled, there will be a
checkmark beside Enable Log, View Log will be grayed out. Note: The previous log will be
deleted.

View Log. This tool works exactly the same regardless of which entity is highlighted. Before
using this tool, you must un-enable Enable Log. Then click on View Log, and a Notepad
window will open with the text contents of the log.

NetOpenTracer. This tool is not available at this time.

Sessions

% Affirmative Computer Products -- YESmanager ]

File Modify Options | Tools  Wiew Help

2 [pload Canfiguration (e [
£ + o
@ Crownload Canfiguratian [EEr| U
Brotise Refresh Help

T =i T
Jn':'njlerSS: NEtwnrk itmiware Lpdate

25 Network Neighbe Special Funckions Factary Defaulk
E Boot Servers Lssociates bo Device Re'.:usu:ut
El a DEL Pefrash - E.-:urn ||;|ura-t||:|n Fan
= % Defaut Browse the Graup, ., SEnaH g,
= vESLE_O
Y Refresh device status,., Ckr+-F5
R g ICAE Browse RMebwork Meighborhood
w- ] FTP
Enable Log
Mieww Log
MetOpenTracer
lpgrade "Windows CE & Yersion

Tools Menu for Sessions

Special Features. This is not applicable, even though it is not grayed out.

Refresh Device Status. This tool works exactly the same regardless of which entity is
highlighted. It refreshes the status of all local boot servers, all local 2505 terminals, and all
terminals under Network Neighborhood. This is accomplished by first sending a direct request
to every known terminal under Network Neighborhood; then it sends a broadcast request that
finds all the local active boot servers, local active 2505 terminals, and any active terminal that
may have somehow crept into the local Network Neighborhood without announcing itself.
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e Browse Network Neighborhood. This tool works exactly the same regardless of which entity is
highlighted. It sends a broadcast request to find every active boot server and terminal in the
local network

Enable Log. This tool works exactly the same regardless of which entity is highlighted. Click on

Enable Log to activate a text log that records the network activity in terms of refreshes, browses,

and new terminals coming active on the local network. When a log is enabled, there will be a

checkmark beside Enable Log, View Log will be grayed out. Note: The previous log will be

deleted.

View Log. This tool works exactly the same regardless of which entity is highlighted. Before using

this tool, you must un-enable Enable Log. Then click on View Log, and a Notepad window will

open with the text contents of the log.

e NetOpenTracer. This tool is not available at this time.

View
This menu allows you to control the appearance of the YESmanager window.

% Affirmative Computer Products -- YESmanager

File Maodify Options Tocls | Yiew Help

@ @ Toolbars ld v Standard Buttons
~ — W Status Bar v Address Bar

Browse Refresh [e

Large Icons I IF Addres
small Icons 100,100,
I & B 100.100.
- I8l Default * Dietails
=il YESLE 001193
View Menu

Toolbars.
o Standard Buttons. These are the buttons just below the Menu Bar. When there is a
check mark by Standard Buttons, the buttons are visible. Left-click on Standard
Buttons to toggle visibility.
o Address Bar. This bar is just to the right of the buttons. You can drag the left end of this
bar to change its size. When there is a check mark by Address Bar, the bar is visible.
Left-click on Address Bar to toggle visibility.
Status Bar. This bar is at the bottom of the screen. When there is a check mark by Status Bar, the
bar is visible. Left-click on Status Bar to toggle visibility.
Large Icons/Small Icons/List/Details. These options control the appearance of items in the right
pane. Only one of these four view options can be active, as marked by a dot to the left of the name,
at a time. Click on the option of choice to invoke it. List and Details automatically invoke small
icons.
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% Affirmative Computer Products -- YESmanager

File Maodify Options Tools View | Help

@ |EI Help Tapics
i (S e W U S

Bratyse REefresh e About, .,

Help Menu

There is no on-line help at this time. Click on About to get information about YESmanager
software.
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Button Bar

The Button Bar provides one-click access to several common options.

; [+ ¥ I_L:" s L-0— '.F.
'ﬁ L rﬁ:i 'E&: @' R _?_SJ
Browse  Refresh [Mawe Copy Properties  Views Help

Button Bar

e Browse. This button provides exactly the same function as Browse the Group in the Tools
menu. It polls the status of the highlighted entity and all entities that are below it on the tree.
Note that Browse is grayed out if you have a terminal highlighted.

e Refresh. This button works exactly the same as Browse, except that it is also valid for a
highlighted terminal.

e Move/Copy/Help. These buttons are not activated at this time.

e Properties. This button brings up the properties window for the highlighted entity, just like
selecting Properties from the right-click menu. You can view and change the properties from
these windows.

e Views. This button brings up the Large Icons/Small Icons/List/Details portion of the Views
menu. These options control the appearance of items in the right pane. Only one of these four
view options can be active, as marked by a dot to the left of the name, at a time. Click on the
option of choice to invoke it. List and Details automatically invoke small icons.

Status Bar

The Status bar is located at the bottom of the YESmanager window. It’s visibility is controlled
from the Views menu. This bar only offers usable information if a terminal is highlighted in the left
pane.

Ready [YESLE_001196 [100.100.100.127  [00-30-AA-00-11-98  [0l.00b

Status Bar

This bar offers four items of terminal information: name, IP address, MAC address, and firmware
revision level.
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WBT Configuration

2505 terminals are configured from YESmanager. Every boot server contains a default terminal
whose parameters will be cloned onto every new terminal that is discovered by that boot server.
Then you can customize those parameters for each terminal if you wish. In this example, we
examine the configuration of the default terminal.

% Affirmative Computer Products -- YESmanager

File Madify Options Toaols  Yiew  Help

@ [ 5 5 3=

Browse  Refresh Mave oy Properties

| Address: rh, Metwork Neighborhood

Metwork Meighborbood Session Mame
) Boat Servers ROP Defaulk

Properties.., F2

Default Terminal Options

Add

This option is used to add client sessions to the terminal. See Client Session Configuration for
details on adding and configuring individual client sessions. The default session for the default
terminal is an RDP session named RDP Default.

Reset

Click on this option to reset the default terminal to the default parameters.

Properties

Click on this option to see and change the current terminal properties.
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General
Terminal Properties - [Default] x|

| Input I Yideno I Netwu:urkl Mizc I

Affirmative Computer Products
v, affirrnative. net
Copyright 2 2002 - Affirmative Computer Products

Product Mame:  Terminal YESLE

Werzian: ¢1.00c

WAFFIRMATIVE

(] I Cancel

Terminal General Properties

This tab shows some non-changeable properties. The main item of useful information here is
Version, which shows the version of the firmware that is installed onto the terminal at boot up.

Input
x|

General  Input |‘»-’iu:|eu:| I Netwnrkl Mizc I

— kevboard

Languages:

ak I Cancel

Terminal Input Properties

e Keyboard Languages. Select from English, German, or Italian.
e Mouse Type. Select from PS2 or PS2-wheel.



Video

Please be sure of the capabilities of your terminal monitors before you change the area and

frequency properties.
Terminal Properties - [Defaulk] R

General | Input  Video |Netwcnrk| Misc |
— Desktop Area

X

Colors Depth:

[soosso0 ~ (r 8bpp.

= 16bpp

— Monitor Supported Frequencies

Yertical |55 ﬁ+ |?I:I ﬁ Hz
Harizantal |31 ﬁ+ |5|:| ﬁ KHz

Wl arning:

Choozing a mode that iz inappropriate for pour
monitor may cauze zevere dizplay problems and
could damage your hardware.

o]

Canhcel

Terminal Video Properties

Desktop Area. Select from 640x480, 800x600, or 1024x768.
Colors Depth. Select from 8 bpp (256 colors) or 16 bpp (64,000 colors). This setting is used

only for the RDP client session. The ICA client session has its own color depth parameters.

Monitor Supported Frequencies. The default ranges are usually adequate, but you can change
them by clicking on the Up and Down arrow buttons.
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Network

These properties are for information only, except for Name.

Terminal Properties - [Default] x|

M arne:

IDefauit
P Addrezs:
| too . 00 . 00 . 10

Serial Mumber ¢ MAC address:
|nu |un |nu |an |n:1[n |an

(] I Cancel

Terminal Network Properties

e Name. The default name for a discovered terminal is YESLE_xxxxxx, where xxxxxx are the
last six digits of the terminal MAC address. The terminal name can be changed here if desired.

e [P Address. This field shows the IP address assigned by the DHCP server. There is no way to
manually assign an IP address.

e Serial Number/MAC Address. These fields show the MAC address of the terminal. It is
entered automatically when a terminal is discovered, or it is entered manually if a terminal is
manually added to a boot server. The MAC address is determined by terminal hardware and
cannot be changed. If an error was made when manually adding a terminal, this terminal will
have to be deleted from the boot server and then added again with the correct MAC address.
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Miscellaneous

Terminal Properties - [Defaulk] ﬂ

— Citriw Client Sefttings—————— i Telnet-Gold Settings

Generall Input I Video I Metwork

ICA Global Settings | Passward

~ ¥ Enable Lpd Queue

g

ame;

~ ¥ Enable Faw Printer
I'\dev\lpﬂ

Device:

ak. I Cancel

Terminal Miscellaneous Properties

Telnet Gold Settings

These are not applicable for the 2505 terminal.

Printing

The 2505 can support a local printer, attached to LPT1, as a network LPD printer, a network raw
printer, or both. Enable the desired printing mode here and enter the appropriate information.

Citrix Client Settings

These settings will be used for any Citrix client session that is added to the terminal. Click on ICA
Global Settings to see the following window.

client ICA - Global Properties ) x|

Freferences |Hnt Keys | Server Location | Firewall Settings |

(6

r— Diefault Colors:

" 256 colors.
32K colors.

— Diefault 256 Color M apping
(" Shared - Aproximate Colors

& Private - Exact Colors

W Enable ‘Windows Alert Sounds

]’ I Cahcel

ICA Preferences
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Preferences

e Default Colors. . We recommend that you select 16 or 256 colors. There is a Citrix bug that
sometimes produces strange video results at 32K colors.

e Default 256 Color Mapping. Select a shared or a private color map. 256 Color Mapping allows
you to set up 256-color sessions to use approximate or exact colors. If you select Private -
Exact Colors, the client will use a private color map in order to display the exact colors sent by
your MetaFrame server. This may however cause color flashing when moving between
windows. To avoid this, use Shared - Approximate Colors. Note that if other applications have
allocated all 256 colors, the client will use a private color map.

e Enable Windows Alert Sounds. Check this box to enable the sounds on the terminal speaker.

Hot Keys
Client ICA - Global Properties ) x|

Preferences  Hot Keps | Server Lu:u:ati-:unl Firevall Settingsl

Alt+F5 Ctil+Shit  F5 & M
Al+FE Crl+Shitt  F& L
Al+F7 Cil+5hitt  F7

Al+F3 Crl+5hitt  Fa

Al+F3 Crl+5hitt  F3

Al+F10 Crrl+5hitt ~ F10

Al+F11 Crrl+Shitt  F11

Al+F12 Cil+5hitt  F12

Alt+T ab At Minus

Al+Shift+T ab Al+5hift Plus

Toggle Speedscreen  Shift F12 ;l

aE, | Cancel

ICA Hot Keys

Many hot-key combinations used in Windows applications cannot be used directly in client sessions
because they are intercepted by the local operating system. Therefore, Citrix provides a way to
substitute, or map, more obscure key combinations for some of the standard Windows hot-key
combinations. For example, in the above screen, the combination Alt+Minus is substituted in the
ICA client session for the standard hot key combination Alt+Tab. If you are in an ICA session,
pressing Alt+Minus will have the same result in the active Windows application as pressing
Alt+Tab on a PC.

Note: If you want to use the PC key combination Ctrl+Alt+Delete during the connection session,
use the key combination Ctrl+Alt+Enter.

Edit

But you may want to change this mapping. If so, execute the following procedure:

1. Highlight the hot-key combination that you want to change

2. Click on Edit to open this window, where, for example, we want to select a new hot-key
combination for the Windows hot key Alt+F1.
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x
Alt-+F1 x| |Ft |
(] 4 I Cancel |
Hot Key Edit

Open the left drop-down list and select a combination of modifier keys.
Open the right drop-down list and select an action key.

Click on OK to save this new hot-key combination.

Repeat for other hot keys as desired.

SNk w

Server Location and Business Recovery

The information entered in this dialog box is used to help locate available Citrix servers and
published applications.

Client ICA - Global Properties : %]

F'referencesl Hot keyps  Server Location |Firewall5&ttings|

Server Group: I Primary : _v_I (@(9

Add |
Delete |

TCP + HTTP Browser j Bename Group |

]9 | Cancel |

ICA Server Location

Server location (also called server browsing) provides a method for a user at a network-connected
Citrix ICA Client to view a list of all MetaFrame servers on the network that have ICA connections
configured for that network protocol, or a list of all published applications. You can specify a
separate server location for each network protocol.

The way in which server location works depends on which network protocol has been configured:

e TCP+HTTP Browser and SSL+HTTPS Browser — The default server address is
ica.domainname, where domainname is a TCP/IP domain name. The ICA Client uses the HTTP
or HTTPS protocol respectively to contact the MetaFrame servers.

e TCP Browser — The default setting for server location is auto-locate. The ICA Client attempts
to contact all of the servers on the subnet by broadcasting on the UDP protocol. Alternatively,
you can set specific addresses for MetaFrame servers.

Business recovery provides consistent connections to published applications in the event of a master
ICA browser server disruption. You can define up to three groups of MetaFrame servers to which
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you want to connect: a primary and two backups. Each group can contain from one to five servers.
When you specify a server group for your client, the client attempts to contact all the servers within
that group and the first server to respond passes its master browser address to the client.

To configure server location and business recovery:
1. Select the required network protocol from the drop-down list.
2. Click Add to display the Add Server Address dialog box.

Add Server Address x|

Enter in a new Cirkix server address and port

| @
Cancel |

3. Enter the name or IP address of a MetaFrame server. Note: For the TCP/IP+HTTP and
SSL+HTTPS protocols, if you do not enter an IP address, you must have a MetaFrame server on
your network mapped to the default name of ica.domainname, where domainname is a TCP/IP
domain name. TCP/IP+HTTP and SSL+HTTPS server locations do not support the (Auto-
Locate) function.

4. To define other server groups, select the required group from the Server Group and repeat
steps 2 and 3.

5. Click OK.

Firewall Settings

Client ICA - Global Propetties |

F'referenu:esl Hat KE_','SI Server Location  Firswall Settings |

[~ ze altemnate address through frewalls éﬁ@
[T Connect via SOCKS prosy.

Addresz of SOCKS prosy to uze; Fart;

| : |men

Addresz of 551 realy to uze; Port;

| : |442

] I Cancel

ICA Firewall Settings

Firewall settings are not applicable for the 2505 terminal.
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Client Session Configuration

A 2505 terminal can support one client RDP session and one client ICA session. The session
parameters for each terminal can be unique, or they can be identical for some or all terminals; the
choice is up to the system administrator. Sessions start automatically when a terminal is booted up.

Choosing a Session Type

e Microsoft Remote Desktop Client

Uses RDP (Remote Desktop Protocol) to connect to a Windows NT Terminal Server
Edition or Windows 2000 Terminal Services server.

e Citrix ICA Client

Uses ICA (Independent Computing Architecture) to connect to a Citrix ICA MetaFrame or
MetaFrame XP server.

Adding a Session

To add a session to a terminal, right-click on the terminal name, then place the cursor on Add. You
will see a list of choices as shown here.

Gl Affirmative Computer Products — YESmanager B ] 1
File Modify Options Tools View Help
i *
Browse  Refresh [aEse Copt  Properbies  Wiews Help L
J Address: IEQ Metwork Meighborbood 3
- i, Metwork Neighborhood Session Marne | Tvpe | Stake |
- Boot Servers
aEl DEL
|:r_] il efaul
s B 'L:%: TRS250e Display Sessian
" e v THSZ50e Printer Session
Uowerd pB.mns IiCA Session
Rt S RDP Session
Delete Canc
Properties... F2
|addtestl | |o0-11-22-33-4455 | 4

Add Session Choices
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TN5250e emulator sessions are not available on the 2505, although they are shown in the list. So
choose from ICA Session or RDP Session and click on your choice. If this terminal already has a
session of the type that you chose, you will get the following error message:

Affirmative Computer Products -- YESmanager ] x|

& Sorty, vou have already reached the max number of session of this tvpe configurable

Error Message

ICA Session

When you click on ICA Session, as shown above, you will see the following window.

Add ICA session |

Pleaze enter the name of the new [CaA
zezzion and click O

Remate connections model: & LAN,

(] 4 I Cancel

Add ICA Session Window

Enter a name for this session. This name will be shown in the session tree under the terminal.
The connection model is LAN by default. Dial-up or Internet connections are not available for
the 2505.

3. Click on OK. You will see an ICA Session Properties window with seven tabs. Enter session
information as desired.

N —
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LAN

ICA Session - Properties - [IEAI:S] 1 5[
wafindawm | Optionz | Title | Firewall Settings
LAM | Specify an Application I Specify Logon Information

" Bublizhed &pplication [/BG

Server Location:

I v Use Default

Sezzion Protocal:

I ;I ¥ Usze Default

0k I Cancel

ICA Session LAN Properties

You can create two types of connections to MetaFrame servers: Citrix Server and Published
Application.

e Click on Citrix Server or Published Application.
o A Citrix Server connection lets a user access the desktop of a MetaFrame server. The
user can run any applications available on the desktop, in any order
= For a server connection, type the IP address of the MetaFrame server.
o A Published Application is a predefined application and its associated environment.
These applications are defined on Citrix servers and are available by application name
rather than server IP address
= For a published application, type the name of the published application.
e Leave Server Location at Default.
e Ifyou do not want to use the default Session Protocol selected in Terminal
Configuration|Properties|Miscellaneous|Citrix Client Settings|Server Location and Business
Recovery, select a different protocol from the drop-down list.

Specify an Application

Even if you chose Citrix Server in the LAN window, you can still open the session in a specific

application on that server. To do that, click on the Specify an Application tab to see the following

screen.
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ICA Session - Properties - [ICAEs] l x|

Window | Optionz | Title I Firewall Settings
LAM Specify an Application | Specify Lagon Information

|f dezired. zpecify the command line and working
directary af the application ta mn. Leave these fields CE‘Q
blank to rn a'windows NT dezktop,

LComand Line:

Wworking Directony;

Ok I Cancel

ICA Session Application Properties

Use this page in the Properties dialog box to specify an application to run when you connect to the
Citrix server. If you specify an application, you do not see the MetaFrame server desktop when you
connect; the connection is closed when you quit the application.

* In the Application field, specify the pathname of the application executable file to be run after
connecting to a MetaFrame server.

* In the Working Directory field, you can specify the pathname of a directory to be used with the
application.

Specify Logon Information

When a session connection is made, the user must log on to the server with an authorized user name
and password. This can be done automatically by entering information in the following window.

ICA Session - Properties - [ICAEs] I x|
Window I O ptions I Title | Firewall Settings |
LA | Specify an Application ;| Speciy Logan Infarmatian

It desired, you can specify logan infarmation to be used EE‘Q
when connecting to remaote application,

Uszermanme: I

Pazzword: I

Domain: I

Maote; If the application iz an anonwmus published application, any
logon information that specify here iz ignored.

] I Cancel

ICA Session Logon Properties
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This page allows you to enter login details of your ICA connection so that you do not need to type
them in each time you connect. You do not have to complete every field; just complete those fields
that you want to bypass when logging on to the session.

Window

Default window properties are set in Terminal Configuration|Properties|Miscellaneous|Citrix Client
Settings|Preferences. If you want to change them for this session, open the following window.

ICA Session - Properties - [IEAts] 5[
LAk I Specify an Application I Specify Logon [nformation
_________ WmdDWI O ptionz | Title I Firewall Settings

These zettingz zpecify how the application windaw will [’i‘é\
appear on vour dezktop:

—YWindow Colors: — 286 Colar Mapping: —
= 15 Colors, i~ Shared - Aproimate Colors
{256 Colors. ™ Private - Exact Colors
" 32k Colors
&+ Default = Default

(] % I Cancel

ICA Session Window Properties

e  Window Colors allows you to set the number of window colors to 16, 256, 32K, or the default.
Your display must be capable of displaying the resolution and color depth you select.

e 256 Color Mapping allows you to set up 256-color sessions to use approximate or exact colors.
If you select Private - Exact Colors, the client will use a private color map in order to display
the exact colors sent by your MetaFrame server. This may however cause color flashing when
moving between windows. To avoid this, use Shared - Approximate Colors. Note that if other
applications have allocated all 256 colors, the client will use a private color map.

e In each case, select Use Default to use the default settings.

Options

Several miscellaneous options are available in the Options window.
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ICA Session - Properties - [IEAI:S] 5[

LAM Specify an Application I Specify Logon Information
window Optionz I Title I Firewall Settings

i

v Compress Data Strearn.

Sound Guality: I Lo _ﬂ
SpeedScreen: I Dizable :J
Encryption Level: I Bazic LI

0k, I Cancel |

ICA Session Options Properties

Compress Data Stream

Data compression reduces the amount of data transferred across the ICA session. This requires
additional processor resources, both on the Citrix server and on the terminal to compress and
decompress the data, but it can increase performance over bandwidth-limited connections.

Enable Sound

Client audio mapping enables applications running on the MetaFrame server to play sounds through
external speakers attached to the 2505. An administrator can set the audio quality or enable/disable
client audio mapping on the MetaFrame server. A user can set the audio quality or enable/disable
client audio mapping for an entry from the terminal. If the client and server audio quality settings
are different, the lower of the two qualities is used. If you check the Enable Sound box to enable
sound, three quality options are presented in the Sound Quality drop-down list.

o High. This setting is recommended only for connections where bandwidth is plentiful
and sound quality is important. This setting allows clients to play a sound file at its
native data rate. Sounds at the highest quality level require about 1.3Mbps of bandwidth
to play clearly. Transmitting this amount of data can result in increased CPU utilization
and network congestion.

o Medium. This setting is recommended for most LAN-based connections. This setting
causes any sounds sent to the client to be compressed to a maximum of 64Kbps. This
compression results in a moderate decrease in the quality of the sound played on the
terminal. The server utilization will decrease compared with the uncompressed version
due to the reduction in the amount of data being sent across the wire.

o Low. This setting is recommended for low-bandwidth connections. This setting causes
any sounds sent to the client to be compressed to a maximum of 16Kbps. This
compression results in a significant decrease in the quality of the sound. The CPU
requirements and benefits of this setting are similar to those of the Medium setting;
however, the lower data rate allows reasonable performance for a low-bandwidth
connection.
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SpeedScreen

SpeedScreen latency reduction improves performance over high-latency connections by providing
instant feedback (local echo) to the user in response to typed data or mouse clicks. Note:
SpeedScreen will work only when it is available on the Citrix server and has been enabled.
o For slower connections, select Enable from the drop-down list to decrease the delay
between user input and screen display.
o For faster connections, select Disable from the drop-down list.
o If you are not certain of the connection speed, set the mode to Auto to turn SpeedScreen
on or off depending on the latency of the connection. You can override Auto mode using
the Toggle SpeedScreen hot key (typically Shift+F12).

Encryption Level

The ICA Client supports encryption using Citrix ICA Encryption Services. ICA Encryption
(SecurelCA) is a server extension that adds advanced RSA RCS5 encryption to the MetaFrame
server and clients. Encryption increases the security of your ICA connection. By default, basic
encryption is enabled on all connections. The MetaFrame server must be configured to allow the
selected encryption level or greater. To enable encryption levels higher than Basic, the MetaFrame
server must support ICA encryption. This support is included with ICA Encryption Services and
MetaFrame XP Feature Release 1 or later. Note: Selecting an encryption level higher than Basic
disables automatic logon.

Title

ICA Session - Properties - [IEAtsj 1 EI
LAM I Specify an Application | Specity Logon Information
"window | Options Title | Firewall Settings

Select a title for the ICA connection. Thiz tite will appear
on the window application and will be the name aof the M
connection. Title will appear in the list of the 'Femaote

Application Manager'.

(] I Cancel

ICA Session Title Properties

In this window, you will see the name that you entered in the first window of the Add ICA Session
process. You can change that name here if you wish.
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Firewall Settings
x|

Lk I Specify an Application I Specify Logon |nformation |
window | Options | Title Firewall Settings

isd

— I Connect throught Proze

Prosy Type:
Addresz of prosy to use: Port:
| . |1080

(] I Cancel

ICA Session Firewall Properties

Firewall settings are not applicable for the 2505.

RDP Session

When you click on RDP Session, you will see the following window.

Add RDP session x|

Pleaze enter the name af the new
ROF zezzion and click OF;

k. I Cancel

Add RDP Session Window

1. Enter a name for this session. This name will be shown in the session tree under the terminal.
2. Click on OK. You will see an RDP Session Properties window with two tabs. Enter session

information as desired.
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Network

RDF Session - Properties - [RDPEs]

Metwork | Application I

— Connection

M ame:

Semver I

— [ &uto Logon

zer I

Pazaword; |

Domain; I

o ]

Cancel

RDP Session Network Properties

e Name. You will see the name that you entered in Add RDP Session, as shown on the previous
page. You can change it here if you wish.

e Server. Enter the IP address of the Terminal Server that you wish to connect to.
e Auto Logon. When a session connection is made, the user must log on to the server with an

authorized user name and password. This can be done automatically by entering information in
the Auto Logon fields. These fields allow you to enter login details of your RDP connection so
that you do not need to type them in each time you connect. You do not have to complete every

field; just complete those fields that you want to bypass when logging on to the session.

Application

RDP Session - Properties - [RDPEs]

Metwork,  Application |

— Execute Applization

" File Mame:

Whork Directary :

ok I Cancel

RDP Session Application Properties
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e Desktop. A Desktop application lets a user access the desktop of the Terminal Server whose IP
address was specified in the Network tab. The user can run any applications available on the
desktop, in any order

e File Name. A File Name application is a specific application identified by the path name, on
the Terminal Server, of the application executable file. These applications are defined on Citrix
servers and are available by application name rather than server IP address.

o Inthe Work Directory field, you can specify the pathname of a directory to be used
with the application

Editing A Session

To edit the properties of a session on a terminal, right-click on the session name, and then click on
Properties. You will see a Session Properties window with several tabs.

ICA Session

ICA Session - Properties - [IEAacpIi ﬂ

Window I Optionz I Title I Firewall Settingz
LAM | Specify an Application I Specify Logon Information

o Citrix Server. " Published Application M
|100.100.100.45

Server Location:

I ¥ Use Default

Seszzion Protocol;

I ;I W Use Default

)4 I Cancel

ICA Session LAN Properties

You can click on any tab and edit the properties on that tab. For details on the properties, see
Adding A Session|ICA Session.
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RDP Session

RDP Session - Properties - [RDPEs] 1 ﬂ

Metwork | Application I

e~ Connechion
Mame: IHDF'tS
Server: |1 00.100.100.30

Lzer:

Fazsword: I

Dlamain:

0. Cancel
| |

RDP Session Network Properties

You can click on either tab and edit the properties on that tab. For details on the properties, see
Adding A Session|RDP Session.
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WBT Operation

Once you have configured the terminal and its sessions, using YESmanager, actual operation is
very simple. During boot up, every thing happens automatically until you get to an ICA or RDP
log-on screen.

The 2505 is a BootOnLAN device that acts as a client terminal to Windows Terminal Servers. This
means that the client software is loaded over the LAN, into local RAM, from a boot server
whenever the 2505 is powered up. The 2505 user can only use the sessions provided from the
server; no configuration is possible from the terminal.

Boot Up

The boot up process is:

1. Turn power on.

2. You will see a “Starting System. Please wait...” screen. While this screen is present, the
terminal is trying to locate and establish communication with a boot server. If the boot up
process does not advance beyond this screen, there is likely to be on of the following problems:
e There is a LAN connection problem.

e A boot server cannot be located.
e A boot server was located, but Automatic Terminal Configuration is disabled on that server
and this terminal has not yet been manually added to the terminal list.

3. You will see a YEStation LE screen with a progress window in the lower right corner. This
progress window should go through the steps:

a. Booting
b. Downloading Configuration
c. Starting LPD

4. You will see a blue Workspace: 1 screen.

5. You will see a log-on screen unless you have automatic log-on, in which case you will go
directly to the session application or desktop.

Multiple Sessions

You can configure the terminal with one ICA session and/or one RDP session, for a maximum of
two sessions. Both will start automatically at boot up, but the ICA session will take precedence on
the terminal screen. You cannot see both sessions at the same time; each session takes up the full
screen. To toggle between sessions, press Ctrl+Alt+UpArrow or Ctrl+Alt+DownArrow.
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Support

Affirmative Computer Products offers Technical Support services for all the Affirmative products.
You can access Affirmative Technical Support in one of the following ways:

e via Phone
o 480-946-1444
o 888-353-5250
e viaFax
o 480-946-9250
e via E-mail
o support@affirmative.net
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